
June 7, 2017

Re: Kmart Security Breach

Dear Members,

We have been notified that some of our members who used their credit or debit card at a Kmart 
store recently may have had their card information compromised.  At this time, Kmart has 
reported that through their investigation, the data breach only included card information and that 
no personal data such as name, address, birthdate or social security number have been 
compromised.  There have been incidents reported of unauthorized use of some of the 
compromised cards.  This issue does not only affect our members.  It has affected many 
institutions throughout the United States.  This is the statement from Kmart regarding this 
compromise.

In an effort to secure your credit and debit card information, we will be notifying members who 
have been compromised and replacing their cards.  Our team will work with you step by step to 
get this completed as quickly as possible.

Unfortunately, data breaches can happen at retailers, restaurants, gas stations and just about 
anywhere you use your card.  Luckily, when these situations occur, your credit union is ready to 
protect you from unauthorized purchases, close down the compromised card and get you a new 
card quickly.  I ask that you be vigilant in checking your monthly statements for purchases that 
you may not recognize and reporting them as quickly as possible to Service Plus.  

If you have any questions, please don’t hesitate to contact me or any of our staff members at 
Service Plus.  

Sincerely,

Kevin L. Pieper 

http://www.kmart.com/en_us/dap/statement05312017.html
http://www.kmart.com/en_us/dap/statement05312017.html

